
IPTABLES TARGETS

A TARGET is the action that is triggered when a packet meets the matching criteria of a 
rule.

A TARGET can be:
1. Terminating (Example: ACCEPT, DROP)
2. Non-terminating (Example: LOG, TEE)

The table and the chain will dictate the TARGET availability.
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